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	Reason for change:
	In clause 4.2.3.4.3.2 of TS 33.117 R16, it is required that: 
“If a password is used as an authentication attribute, then the system shall offer a function that enables a user to change his password at any time…… 
Password change shall be enforced after initial login”. 

However, for eNodeB, the first login at these products is usually done by a 3rd party installer locally on site who is not responsible for eNB password management. Enforcing mandatory password update after first login at the eNB will have to make password management and database separately and assign new password at the time of first commissioning or during system recovery to factory default software, which would impact the operational model used by operators working with NMS for authentication.

Therefore, it is proposed to relax the mandatory requirement from TS 33.117 clause 4.2.3.4.3.2 for the eNB network products.


	
	

	Summary of change:
	Added a statement for eNB-specific adaptation to clause 4.2.3.4.3.2 of TS 33.117.

	
	

	Consequences if not approved:
	Mandatory requirement not inline with the practical operation and management of the eNB.
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	4.2.3.4, new clause 4.2.3.4.x
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[bookmark: _Toc482970147][bookmark: _Toc467658313][bookmark: _Toc492977751]*************** Start of the Change ****************
[bookmark: _Toc19609830][bookmark: _Toc26798220]4.2.3.4	Authentication and authorization
[bookmark: _Toc19539834][bookmark: _Toc19542384][bookmark: _Toc35348386]4.2.3.4.x	Password policy
eNB-specific adaptation to clause 4.2.3.4.3.2 of TS 33.117 [2] is:
-	Enforcement of password change after initial login is not required, if the user of initial login is not responsible for eNB password management.
Apart from the above exception, Tthere are no other eNB-specific additionsadaptations to clause 4.2.3.4.3 of TS 33.117 [2].
*************** End of the Change ****************

